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あらまし IPアドレスではなく，コンテンツの名称に基づきパケットを転送することにより効率的なデータ配信を
実現する情報指向ネットワーク (ICN: information-centric networking)が次世代のネットワークとして研究されてい
る．ICNのアーキテクチャの一つとして，特に研究が盛んに行われているものに NDN (named data networking)が
ある．NDNが実世界で実用化される際，NDNの普及過程においては，IPの AS(autonomous system)と NDNの AS

との混在環境が生じるため，どのようにパケットを転送するかが課題となる．このような環境で通信を実現するため
には，IPパケットと NDNパケットの相互変換機能と NDN-ASで公開されているコンテンツに対して名前解決を可
能とするための手法が必要になる．この課題に対して，異種の AS間の境界となるリンクにパケット変換機能を有す
る Gateway (GW)を設置し，この GWにコンテンツの要求ホスト (Consumer)や配信ホスト (Publisher)の IPアド
レス，要求しているコンテンツの名称といった情報を集約させることによって，IPと NDNの混在環境でのパケット
転送法を実現する手法がある．しかし，この手法ではGWの処理がオーバヘッドとなり，通信時の遅延を増加させる
問題がある．そこで本稿ではより効率的なデータ配信の実現のため，IPと NDNが混在している環境における各 AS

の採用プロトコルを考慮した AS間経路制御法を提案する．
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Abstract Information-Centric Networking (ICN) is being researched as a next-generation network architecture

that achieves efficient data distribution by forwarding packets based on content names rather than IP addresses.

Named Data Networking (NDN) is one of the most actively studied ICN architectures. During the real-world de-

ployment and transition phase of NDN, a mixed environment of IP Autonomous Systems (ASes) and NDN ASes will

emerge, making packet forwarding a significant challenge. To enable communication in such environments, functions

for mutual conversion between IP and NDN packets and mechanisms for name resolution of content hosted within

NDN ASes are required. One approach to this challenge involves deploying Gateways (GW) with packet translation

capabilities at the boundary links between heterogeneous ASes. These GWs aggregate information, such as the

IP addresses of requesting hosts (Consumers) and providing hosts (Publishers) along with the requested content

names, to enable packet forwarding across the mixed IP/NDN environment. However, this method risks increasing

communication latency, as the processing load on the GWs creates significant overhead. Therefore, to achieve more

efficient data distribution, this paper proposes an inter AS Path Control method that accounts for the specific

protocols adopted by each AS in a coexisting IP and NDN environment.
Key words ICN, NDN, latency, Inter AS Path Control, AS PATH Prepending

1. は じ め に
従来のインターネットで利用されている TCP/IP では，通
信開始時に DNS (domain name system) で通信相手の名前解
決を行い，IPアドレスを取得することでパケットの送受信をす
る．しかし，現在のインターネットの利用目的はWebや動画

といったデジタルコンテンツの配信が主目的であり，TCP/IP

が開発された当時のものとは大きく異なっている．また，現在
普及の進む IoT (internet of things) サービスでは，ユーザが
キーワードや探索条件などの具体性を持たないコンテンツ名で
データを要求することが想定され，DNS での名前解決が困難
になる．

— 1 —



このような近年の変化をうけて，コンテンツの名称に基づき
パケットを転送することにより効率的なデータ配信を実現する
ICNが，次世代のネットワークアーキテクチャとして提案され
た [3] [4]．ICNは通信開始時に名前解決を行わず，コンテンツ
の名称で Interestを転送し，Publisherから配信されるコンテ
ンツをルータでキャッシュする．ICN では Interest のヘッダ
に記載された情報から，ルータが要求コンテンツ名を把握可能
である．そのため，Interest が転送される経路上のルータに，
要求しているコンテンツのキャッシュデータが存在している場
合，ルータからキャッシュを用いて Dataパケットが送信され
る．これにより，Publisherまで Interestを送信する必要がな
くなり，効率的にデータが配信される．ICNを実現するための
ネットワークアーキテクチャの代表的なものが NDN [5] であ
り，本稿でも ICNのアーキテクチャとして NDNを想定する．
NDNの実環境での実装を想定すると，NDNは各 ASを運営

するネットワーク事業者によって導入の判断が行われる．した
がって既存の IPのネットワークが一斉に NDNへと置き換わ
るという環境は非現実的であり，IP-ASと NDN-ASが混在し
た環境が構築されると想定される．このような環境では IPと
NDNという異種のネットワーク間でのパケット転送法が必要
になる．IPアドレスに基づいてパケットを転送する IPと，コ
ンテンツの名称に基づいてパケットを転送する NDNとの間で
の通信を実現するためには，パケットのヘッダを書き換えるこ
とにより，IPパケットと NDNパケットの相互変換を行う必要
がある．
この課題に対し，先行研究で文献 [1] によって提案されたパ

ケット変換機能を有したGW (DINT-GW: Dual-channel IPto-

NDN translation gateway) をもとにし，パケットヘッダを操
作するために必要な情報を GWに集約させ，IPと NDNの混
在環境でのパケット転送法を実現する手法を提案した [6]．文
献 [1]では DINT-GWは NRS (name resolution service)の利
用を前提としていた．NRSは IPアドレスとコンテンツ名の対
応を管理するサーバであるが，この NRSでの IPアドレスとコ
ンテンツ名の対応付けの方法については未解決であった．そこ
で，文献 [6]の手法は，NRSのような外部システムに依存しな
いパケット転送法となっている．
しかし，この文献 [6] の手法では GW の処理がオーバヘッ
ドとなり，IP のみの環境と比較して通信時の遅延を増加させ
る可能性を持っている．したがって本稿では，IP と NDN の
混在環境において文献 [6]のパケット転送法を用いるという前
提のもと，より効率的なデータ配信の実現のため AS PATH

Prepending [13] [14]を利用した，各 ASの採用プロトコルを考
慮した AS間経路制御法を提案する．

2. 関 連 研 究
2. 1 NDN

NDNは ICNの初期のアーキテクチャである CCN (content

centric networking) [3]を拡張したものである．NDNではルー
タの FIB (forwarding information base)と PIT (pending in-

terest table)という二つのテーブルによってパケットの経路が
決定する．FIBは，次に Interestを転送すべき Next Hop(NH)

を調べるためのテーブルであり，これを参照することで Interest

の転送経路を決定する．Publisherはコンテンツをネットワー
ク上に公開した際，そのコンテンツの名称を広告する．コンテ
ンツ名の広告は，広告を受けたルータが隣接ルータへと再広告
することでネットワーク全体に広がり，FIBは，隣接ルータか
らコンテンツ名の広告を受けたときに更新される．この処理に
よって，Interestが Publisherに向けて転送されるように FIB

が設定される．

また，PIT は Interest の転送元である，隣接ルータを記録
するテーブルである．Interestの応答として Dataパケットを
返送する際，PITに記録された Interestの転送元へと Dataパ
ケットを転送していくことで，Interestが転送された経路を遡
るように Dataパケットの転送経路が決定する．
2. 2 IPと ICNの統合ネットワーク
本稿ではパケット変換 GW を用いて，IP と ICN が混在す

るネットワークを構築するが，他の IPと ICNが共存するよう
なネットワークの手法として，既存の IPネットワークと ICN

をオーバレイの関係として展開するもの [8] [9] や，Giovanna

Carofiglioらによって提案された hICN [7]を利用するものなど
多様なアプローチが存在する．特にオーバレイ方式は広く研究
されているが，IP上で ICNを提供するために新たなレイヤを
準備する必要があることや，パケットカプセル化などの処理
オーバヘッドが生じるといった問題がある．
一方，本稿で扱っているパケット変換 GW を用いる手法の

利点は，IPから NDNに移行する際に必要となるネットワーク
機器のアップグレードコストが小さいこと [2]や，純粋な NDN

が従来の IPネットワークと共存するために，既存ネットワー
クに追加の変更を加える必要がない点にある．

3. 提 案 手 法
本節では，提案する AS 間経路制御法について述べる．3. 1

節で AS PATH Prependingと呼ばれるトラヒック制御手法に
ついて述べ，3. 2節で本手法を用いた，本稿で提案する AS間
経路制御法について詳細を述べる．
3. 1 AS PATH Prepending

ASを運営する各ネットワーク事業者は経済的な要因やネット
ワーク運用上の要件に応じ，トラヒックの制御を実施する場合
がある．BGP (border gateway protocol)を用いたトラヒック
の制御には，選択的またはより詳細なプレフィックス広告 [15]，
BGPコミュニティ [16] [17]，Multi Exit Discriminator [18]，セ
グメントルーティング [19]を用いるものなどがあるが，本稿で
扱う AS PATH Prependingはこれらの中でもシンプルで扱い
やすい手法であり，AS間トラヒック制御の手法として代表的
なものの一つである [12]．
AS PATH Prepending は AS が他の AS に対して経路広告

を伝播させる際に，その経路広告に自身の AS番号を n回余分
に重複させて BGP経路情報を伝播させることで，他 ASが受
け取る ASパス長の情報を意図的に nホップ分だけ増加させる
トラヒック制御手法である．

図 1: Execution example of AS PATH Prepending

図 1 は AS PATH Prepending の実行例と，AS PATH

Prepending が実際にどのように働くかを示した図である．
ここでは，図 1の示す通り 5つの ASから構成される簡単なト
ポロジを例にする．このトポロジでは AS 5が AS 1に対して
パケットを転送する場合に，パケット転送経路の候補として経
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由する ASの数が異なる二つの経路がある．しかし，AS 1が経
営判断などの理由により AS 2から流入するトラヒック量を抑
制しようとする場合，AS 2に対して広告する BGP経路情報に
AS PATH Prependingを実行する．AS 2に対して二回 AS番
号を重複させて BGP 経路情報を伝播させると，最終的に AS

5に対して伝わる AS 2を経由する経路の ASパス長は「2・1・
1・1」で 4ホップの経路として AS 5に経路情報が伝わる．一
方，AS 3を経由する経路に対しては AS PATH Prependingが
行われた経路情報が広告されていない場合，最終的に AS 5に
対して伝わる AS 3を経由する経路の ASパス長は「4・3・1」
で 3ホップの経路として AS 5に経路情報が伝わる．
図 1の例の場合，AS 5は AS 2を経由する経路の方が ASパ
ス長が長いという情報を広告されているため，実際に経由する
AS数は AS 2を経由する経路の方が少ないにも関わらず，AS

1へのパケット転送経路として AS 3を経由する側の経路を選
択する．このようにAS PATH Prependingを活用することで，
AS 1は本来ならば AS 2から転送されてくる，AS 5が送信す
るパケットを AS 3側の経路で受信することが可能となる．
AS PATH Prepending による経路制御の原理は上記の通り
だが，その制御の強さは AS番号を余分に重複させる回数 nに
よって調整される．重複回数 n がどの程度の影響を持つかは
ASそれぞれの他ASとの接続関係といったネットワーク状況に
よって変動するが，過去の観測結果ではAS PATH Prepending

の利用例の多くで n は 1 から 3 といった小さい値になってい
る．一方で，10回以上の nで AS PATH Prependingが行われ
ているような例は全体の 1%程である [10]．
3. 2 経路制御法
一般的に使われている BGPのベストパス選択アルゴリズム
の一つである Cisco系のアルゴリズム [24]では経路選択基準は
各 ASが独自に定めるポリシィが最優先であり，次いで優先さ
れる基準が AS PATHの長さとされている．本稿での AS間経
路選択では，AS独自のポリシィは制御不可能であるため考慮
せず，全 ASは AS PATHの長さに応じて利用する経路を決定
するものとする．
ここで，IP と NDN の混在環境では IP のみの既存ネット
ワークと比較して，NDNの特性であるキャッシュを用いた効
率的なコンテンツ配信機能と，パケット変換 GW のパケット
ロスによるオーバヘッドというパケット転送遅延に大きく関わ
る要素が二つ新たに加わる．したがって，Interest転送経路の
ASで採用しているプロトコルや，経由するパケット変換 GW

の数を考慮した経路制御を実施することで単純に最小ホップ数
となる経路 (最短経路) でパケット転送するよりも低遅延とな
る可能性がある．
そこで，本稿では各 ASがそれぞれ，隣接 ASが IPを採用し
ている ASであるか NDNを採用している ASであるかによっ
て AS PATH Prependingを行い，ネットワーク全体で採用プ
ロトコルを考慮した AS間経路制御を実施することを提案する．
NDN実装を想定した BGPの拡張案である，N-BGP [21]では
セッションを張る BGP スピーカ同士が OPEN メッセージに
より，互いに相手スピーカが NDNに対応しているかどうかを
確認しあう．この OPEN メッセージの処理によって各 AS は
隣接している ASで採用されているプロトコルが IPであるか
NDNであるかを把握することが可能となる．これを利用し，各
AS は隣接する各 AS に対して採用プロトコルを考慮した AS

PATH Prependingを実施する．
また，最小ホップ数経路より低遅延な通信を実現する可能性
をもつ経路制御ポリシィとして，NDN-AS 高利用率経路の利
用とパケット変換 GW 低利用率経路の利用を目指す二種の制
御法を提案する．NDN-AS 高利用率経路では，経路広告を実

施する AS は OPEN メッセージで得た隣接 AS の採用プロト
コル情報から，IP を採用している AS に対しては AS PATH

Prependingを実施した経路を広告する．IP-ASを経由する経
路の選択率が減少するため，経由する ASとして NDN-ASの
利用率が高まる．したがって，Interest転送途中で NDNルー
タからのコンテンツ配信が行われる確率が高まり，結果的に最
小ホップ経路を利用する場合よりもパケット転送遅延がされる
可能性がある．また，ここで AS間経路広告時に AS番号を重
複させる回数 n は文献 [10] で一般的な回数とされていた 2 と
する．
パケット変換GW低利用率経路では，経路を広告する ASは

OPENメッセージで得た隣接 ASの採用プロトコル情報から，
経路広告を実施する AS自身とは異なるプロトコルを採用して
いる ASに対して AS PATH Prependingを実施した経路を広
告する．同一プロトコルの ASが連続する経路の選択率が高ま
るため，パケット変換GWの利用によって生じるオーバヘッド
量が削減され，結果的に最小ホップ経路を利用する場合よりも
パケット転送遅延が低減する可能性をもつ．また，ここで AS

間経路広告時に AS番号を重複させる回数 nは NDN-AS高利
用率経路の場合と同様に 2とする．

4. 性 能 評 価
本稿では，提案する経路制御法の影響を計算機シミュレー

ションにより評価する．シミュレーションでは実際の AS間ト
ポロジデータセット [23]をもとに，文献 [20]で使われた方法と
同様のサンプリングにより作成された仮想トポロジを用いた．
この ASトポロジは，多数の接続経路を持ちスーパハブノー

ドとして機能する少数の高次数 ASと，接続経路数が少ない多
数の低次数 AS から構成される階層構造を有している．NDN

はネットワーク事業者にとっては低次数 ASで導入するほうが
より大きな利益を得られる [20]．しかし，高次数 ASはより多
くの AS間経路で利用されるため，高次数 ASが NDNを導入
した場合の方が，全体としての通信遅延削減効果は大きくなる．
そこで，複数の NDN普及モデルを想定し，それぞれの場合に
おいての計算機シミュレーションを実施した．想定した NDN

の普及モデルシナリオは以下の通りである．

シナリオ 1： 次数が 2以下の ASのうちからランダムに選
択された 70%の ASが NDNを導入する場合

シナリオ 2： 次数が上位 5%のすべての AS と，次数が 2

以下の AS のうちからランダムに選択された
70%の ASが NDNを導入する場合

シナリオ 3： 次数が上位 5%の AS のうちから 50%のラン
ダムに選択された ASと，次数が 2以下の AS

のうちからランダムに選択された 70%の AS

が NDNを導入する場合

シナリオ 1は，利益を得やすい低次数 ASでのみ NDNが導
入される比較的現実的な普及モデルを想定したものである．シ
ナリオ 2はシナリオ 1の条件に加えて，スーパハブノードとし
て働くような次数上位 5%の高次数 ASが NDNを導入すると
いう理想的な普及モデルを想定したものである．しかし，シナ
リオ 1もシナリオ 2も高次数 ASで NDNが一切導入されない
か，すべてで導入されるかという極端な想定条件であるため，
シナリオ 3ではシナリオ 1の条件に加えて，次数上位 5%の高
次数 ASのうちから 50%のランダムに選択された ASに NDN

を導入させるシナリオ 1とシナリオ 2の中間にあたるような普
及モデルを想定する．
各NDN-ASでのキャッシュヒット率が 30%，60%，90%とい
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う三つの条件で，トラヒック量とパケット転送遅延について分
析する．IP-NDN間のコンテンツ配信において，トラヒック量
の大部分は返送される Dataパケットによるものである．よっ
て本稿では，Data パケットの経由する平均ホップ数を，トラ
ヒック量を示す指標として扱う．なお，IP-ASのみで構成され
ているトポロジの場合，返送される Dataパケットの平均ホッ
プ数は 4.2714であった．
本稿でのパケット転送遅延は送信ホストが Interestパケット
を送信してから，それに対する Dataパケットを受信するまで
に要する時間と定義する．ここで考慮する時間は Interest パ
ケットおよび Data パケットの転送時間のみであり，DNS の
利用やパケット変換 GW によるヘッダ書き換えなどの処理時
間は含まれていない．これは，処理時間が利用するハードウェ
ア性能に大きく依存するためである．実際に使用されるハード
ウェアはネットワーク事業者ごとに異なると想定され，考慮外
のシステムの処理時間として妥当な値を仮定することが困難で
あることから，ここではパケット転送遅延をこのような単純な
ものとして定義している．
パケット転送遅延は通信経路として使用される AS数に比例
すると仮定し，平均 RTT（Round Trip Time）は約 296msと
した．シミュレーションで用いた平均 RTTは，複数地域から
選択した大学に設置された RIPE Atlas [22]端末において測定
された RTTの平均値である．測定対象とした RIPE Atlas端
末の設置場所は，京都大学（日本），ボストン大学（アメリカ合
衆国），スタンフォード大学（アメリカ合衆国），リオ・グラン
デ・ド・スル大学（ブラジル），カルロス三世マドリード大学
（スペイン），ハンブルク大学（ドイツ），ネルソン・マンデラ大
学（南アフリカ）である．これらの RIPE Atlas端末に対して
pingを送信することで測定を行った．なお，測定結果は 2024

年 5月 23日の測定によって得られたものである．
パケット転送遅延は通信経路として使用される AS数に比例
すると仮定しているため，296msという平均 RTTの値と，各
シミュレーションシナリオでの任意の入出力 AS ペア sd 間に
存在する平均 AS数の商を各 ASあたりのパケット転送遅延と
している．パケット転送遅延のシミュレーションでは，IPのみ
を用いた場合に平均 RTTを 296msと仮定した値が，NDNを
導入した ASを含むトポロジにおいてどのように変化するかの
調査を行う．
4. 1 最小ホップ経路
本節では，経路制御を行わずに単純に最小ホップ数の経路を

用いる場合の性能評価結果について述べる．

表 1: Average number of intermediate nodes on a minimum

hop-count path

シナリオ 1
NDN-AS 内キャッシュヒット率 0% 30% 60% 90%

平均経由ノード数 4.2714 3.8282 3.3867 2.9474

シナリオ 2
NDN-AS 内キャッシュヒット率 0% 30% 60% 90%

平均経由ノード数 4.2714 2.7118 1.8012 1.2957

シナリオ 3
NDN-AS 内キャッシュヒット率 0% 30% 60% 90%

平均経由ノード数 4.2714 3.2658 2.4868 1.8920

表 1は各シナリオでの各NDN-AS内キャッシュヒット率にお
ける平均経由ノード数を示したものである．この結果からシナ
リオ 1で NDN-ASでのキャッシュヒット率が 30%だけであっ
たとしても，IPのみの場合 (平均経由ホップ数 4.2714)より約
10%のトラヒック量削減効果があり，シナリオ 2 で NDN-AS

でのキャッシュヒット率が 90%の場合には約 70%ものトラヒッ
ク量削減効果が確認された．

図 2: Average packet delay along the minimum hop-count

path

図 2 は最小ホップ数経路でのパケット転送遅延シミュレー
ションの結果を示したものである．NDN-AS でのキャッシュ
ヒット率が 90%と極めて高い場合にはすべての想定状況におい
て IPのみの場合より優れた結果であることが確認された．し
かし，NDN-ASでのキャッシュヒット率が 60%の場合にはシ
ナリオ 1の条件において IPのみの場合より遅延量が増大して
しまうことが確認された．また，NDN-ASでのキャッシュヒッ
ト率が 30%と低い値であった場合にはシナリオ 1，シナリオ 2

の両条件で IPのみの場合より遅延量が増大することが確認さ
れた．さらに，シナリオ 3は高次数 AS群の一部で NDNが採
用されているにも関わらず，パケット変換GWでのパケットロ
ス率が高い場合にはシナリオ 1よりも遅延が増大するという結
果が確認された．これは NDN-ASでのキャッシュヒット率が
30%しかなかったために，NDNのキャッシュを用いたデータ
配信の効果をパケット変換GWの処理オーバヘッドが上回って
しまっためである．シナリオ 3では高次数AS群でもNDN-AS

が一部存在しているため，最小ホップ数経路での発着 ASペア
sd間に存在するパケット変換 GWの数がシナリオ 1より多く
なっていることでこのような結果が得られた．
4. 2 NDN-AS高利用率経路
本節では NDN-AS高利用率経路でのシミュレーション結果

について述べる．

表 2: Average number of intermediate nodes on high utiliza-

tion NDN-AS paths

シナリオ 1
NDN-AS 内キャッシュヒット率 0% 30% 60% 90%

平均経由ノード数 4.2714 3.8109 3.3576 2.9122

シナリオ 2
NDN-AS 内キャッシュヒット率 0% 30% 60% 90%

平均経由ノード数 4.2717 2.7116 1.8008 1.2954

シナリオ 3
NDN-AS 内キャッシュヒット率 0% 30% 60% 90%

平均経由ノード数 4.3666 3.0648 2.2071 1.6504
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表 2は各シナリオでの各 NDN-AS内キャッシュヒット率に
おける平均経由ノード数を示したものである．経路制御を行わ
ない最小ホップ経路の結果と比較すると，NDN-ASでのキャッ
シュヒット率が 0%であった場合のみ平均経由ノード数は増え
ており，それ以外の条件では平均経由ノード数が減少している
ことが確認された．これは，各発着 AS ペア sd 間に存在して
いる AS の数は経路制御の影響で増えているにもかかわらず，
NDN-ASからのキャッシュを用いたデータ配信の影響を考慮し
た場合には最小ホップ経路を用いた場合よりも少ない経由 AS

数でコンテンツデータの取得に成功していることを示している．
したがって，NDN-AS高利用率経路を用いる経路制御法は，実
際のネットワーク上においても，極端に NDN-ASでのキャッ
シュヒット率が低い場合を除いて有効であると考えられる．

図 3: Average packet delay along the high utilization NDN-

AS path

図 3は NDN-AS高利用率経路でのパケット転送遅延シミュ
レーションの結果を示したものである．図 2の結果と比較する
とシナリオ 3のパケット転送遅延が大きく減少していることが
確認された．これは経路制御の結果として，各発着 ASペア sd

間の経路として頻繁に利用される高次数 AS群のなかでも特に，
NDNを採用しているものがパケット転送経路として頻繁に利
用されることで，NDNのキャッシュを用いたデータ配信がよ
り効率に行われたからであると考えられる．
シナリオ 3では最小ホップ数経路の結果と大きな差異が認め

られた一方で，シナリオ 1とシナリオ 2では僅かな差異しか認
めらなかった理由として，これらのシナリオでは高次数 AS群
での採用 ASが IPか NDNのどちらか一方で固定されている
ためと考えられる．このシミュレーションのトポロジでは高次
数 AS が多数の低次数 AS と接続している構造を持っており，
低次数 ASが低次数 AS同士で接続しているようなパスは極め
て少ない．したがって低次数 AS同士のパスにおいて行われた
経路制御の効果は，全体の平均パケット遅延を考慮した際には
僅かな影響しか持たない．しかしながら，シナリオ 3の結果か
らも大きな影響度を持つと考えられる，高次数 AS群での経路
制御は高次数 AS群で採用されているプロトコルが固定されて
いるために行われない．このような理由でシナリオ 1とシナリ
オ 2は，最小ホップ経路のパケット転送遅延と僅かな差異しか
もたなかったと考えられる．
4. 3 パケット変換GW低利用率経路
本節ではパケット変換GW低利用率経路でのシミュレーショ

ン結果について述べる．

表 3: Average number of intermediate nodes on low utiliza-

tion path via packet translation GW

シナリオ 1
NDN-AS 内キャッシュヒット率 0% 30% 60% 90%

平均経由ノード数 4.2722 3.9938 3.3913 2.9536

シナリオ 2
NDN-AS 内キャッシュヒット率 0% 30% 60% 90%

平均経由ノード数 4.2719 2.7116 1.8009 1.2956

シナリオ 3
NDN-AS 内キャッシュヒット率 0% 30% 60% 90%

平均経由ノード数 4.4204 3.3360 2.6204 2.1311

表 3は各シナリオでの各NDN-AS内キャッシュヒット率にお
ける平均経由ノード数を示したものである．経路制御を行わな
い最小ホップ経路の結果と比較すると，シナリオ 2の NDN-AS

内キャッシュヒット率 30%，60%，90%の場合でのみ僅かに平
均経由ノード数が減少しているが，それ以外の条件では平均経
由ノード数は増加する結果が得られた．
パケット変換 GW 低利用率経路では，同一プロトコルを採

用している ASが連続して転送経路として利用されるような状
態を発生させるものであるため，NDN-AS高利用率経路のよう
に NDN-ASによる経路長の短縮効果を保証するものではない．
したがって，パケット変換 GW 低利用率経路を用いる経路制
御手法は，実際のネットワーク上においてトラヒック量を増加
させる可能性をもつ．

図 4: Average packet delay along the low utilization path via

packet translation GW

図 4はパケット変換 GW低利用率経路でのパケット転送遅
延シミュレーションの結果を示したものである．図 2の結果と
比較すると，特にシナリオ 3においてパケット変換 GWでの
パケットロスの上昇に伴う平均パケット転送遅延量の上昇量が
少ないことが確認された．この結果から，パケット変換GW低
利用率経路を用いる経路制御手法は，パケット変換 GW によ
る処理オーバヘッドを抑えて IP-NDN 間のパケット転送を実
現可能であるといえる．
シナリオ 1とシナリオ 2では，最小ホップ数経路の結果と僅

かな差異しか認められなかったがこれは 4. 2節で述べた理由と
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同じであると考えられる．小規模 AS同士の経路制御が全体の
平均パケット遅延に与える影響は僅かなものであるのに対し，
大きな影響度を持つ高次数 AS群の経路制御は，高次数 AS群
内で用いられるプロトコルがシナリオ 1とシナリオ 2では固定
されているために行われない．したがってシナリオ 1とシナリ
オ 2では最小ホップ数経路の結果と僅かな差異しか認められな
かったと考えられる．

5. ま と め
本稿ではパケット変換 GWを用いた IP-NDN間のパケット

転送法を用いた場合のグローバルなネットワークにおけるNDN

のキャッシュ配信による通信性能の影響分析を行った．また，
IPと NDNが混在している状況で，各 ASのプロトコルを考慮
して AS間の経路を制御する手法を提案した．数値評価の結果
から，NDNの導入による通信性能への影響は，NDNを導入す
る ASの規模によって大きく変動し，高次数 AS群での NDN

導入が行われると，トラヒック量の削減効果と低遅延化に大
きな効果があることが確認された．また，提案した AS間経路
制御を実行することで，単純にパケットの宛先 ASまでの最小
ホップ数となる経路を用いる場合よりも，条件次第で低遅延化
が実現されることも確認された．
今後の課題としては，経路制御法においてトラヒックの分散

を考慮することが挙げられる．本稿の評価では，NDN-AS高利
用率経路が多くの条件で優れた結果を示していたが，この経路
を利用すると NDN-AS に多量のトラヒックが流入し，IP-AS

と NDN-ASとで処理負担に大きな差が生まれる可能性がある．
そこで，特定の ASにトラヒックが集中して流入するような状
態を避けつつ，通信性能を損なわないような経路制御法の考案
が課題となる．
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