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1. Introduction

In recent years, as the content delivery network (CDN)
is more widely used, the attacks against CDN are also in-
creasing [1]. Although there has been a lot of research on
cache attacks against CDN] it is rare to analyze them from
the attacker’s perspective. Therefore, we aims to calculate
the optimal attack strategy of attackers through genetic al-
gorithm to help CDN providers find vulnerable points in
the system and find out how to defend more efficiently. We
have analyzed the characteristics of attacks in previous stud-
ies [2]. This paper takes uses genetic algorithm to analyze
the weakness of the CDN and the method of strengthening
defense.

2. Analytical Model

In this paper, we use response time to measure the CDN
performance. We use the M/M/1 queue model to derive the
average response time of contents. We assume that server
requests follow zipf law, and let M denote the number of
contents provided by CDN. Let \; denote the Poisson arrival
rate of request for content i, and we define 1/u as the mean
of the exponentially distributed service time of CS. Using
the M/M/1 queue model, we can obtain W, the average
response time, by
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In a network with cache server (CS), there are two cases
based on whether the requested content is cached or not.
The origin server stores all the provided contents, and the
CS stores a part of contents. When the content requested
by a user does not exist in the CS, which is called cache
miss, the CS will obtain the content from the origin server,
store the content according to the cache replacement policy,
and send the content to the user. On the other hand, when
the content requested by the user exist in the CS, which
is called cache hit, the CS will update the cache storage
according to the cache replacement policy and deliver the
content to the user. Since the LRU (least recently used)
is a common cache replacement policy in CDN, this paper
assumes that all CSes adopt the LRU.

Since the latency between users and CDN CSes depends
on the networks between them, and it will not be affected
by attacks against CSes, we do not consider the latency
between users and CSes. However, we consider the latency
between the CSes and the origin server because this latency
will affect the impact of the attack strategy on the effect of
attack. We define T as the latency between a CS and the
origin server which is the latency between the time instance
that the CS sends a request to the origin server and the time
instance that the CS receives the requested content from the
origin server. The average response time of the source server
and the CS will be different according to the request rate, so
we define the average response time of the origin server as
W, and the average response time of the CS as W.. When
the requested content exists in the CS.

Because each content has a different cache hit ratio, let
h; denote the cache hit ratio of content 7. We can obtain
the average response time of content i, W;, by

Wi :thc+(1_hz)(Wc+T+Wo) (2)

We use the Che-approximation to predict the hit ratio h;
of each content 7 on the CS [3]. Let C denote the capacity
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of the CS, and the maximum number of contents that can
be stored in the CS is C. We assume that the average
request arrival rate of content ¢ is \;, and from the Che-
approximation, we can obtain the cache hit ratio of content
i, hl by

h; =~1— e_)\itc, (3)

where t. is the characteristic time of the CS, and it is ob-
tained by solving

> hi=c. (4)

Multilayer CDN are designed to provide faster service and
to defend against DDoS attacks to some extent, and we focus
on this model to evaluate and analyze the CPA against CSes
in this paper.

The multilayer CDN model is composed of multiple in-
dependent CSes with multiple layers, and we assume CSes
of two layers, L1 and L2, as shown in Fig.1. When a user
requests a content, the CS accommodating the requesting
user at L1 checks whether the requested content exists or
not in its cache storage. If the requested content exists in
the cache storage, the CS of L1 sends the requested content
to the user. Otherwise, the request is forwarded to the CS
of L2 connecting to the CS of L1. If the requested content
does not exist in the CS of L2, the origin server which stores
all M contents sends the requested content to the user.
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Fig. 1: Multilayer CDN model

We further assume that there are two CSes, a and [,
at L2, two CSes, A and B, at layer 1 connecting CS «,
and three CSes, C, D, and E, at layer 1 connecting CS .
Let 71 denote the latency between L1 CSes and L2 CSes,
and T denote the latency between L2 CSes and the origin
server. Moreover, let Wa, W, and W, denote the average
response time of contents at CS A, CS «, and the origin
server, respectively.

When the requested content exists in the CS A at L1, the
average response time in the model, 74, is Wa. We define rqo
as the average response time when the request is cache miss
in CS A and forwarded to the CS «a at L2. Moreover, we
also define r, as the average response time when the request
is forwarded to the origin server. We can obtain r, and r,
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